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1. ОБЩИЕ ПОЛОЖЕНИЯ
1.1. Наименование работ:
Выполнение работ по переводу программного продукта «1С:Документооборот государственного учреждения. Редакция 2.1» на новую редакцию «1С:Документооборот государственного учреждения. Редакция 3.0» и созданию системы внутреннего электронного документооборота ИПУ РАН

1.2. Заказчик: 

Федеральное государственное бюджетное учреждение науки Институт проблем управления им. В. А. Трапезникова РАН 

1.3. Юридический адрес Заказчика: 
117342, г. Москва, вн.тер.г. муниципальный округ Коньково, ул. Профсоюзная, д. 65, стр. 2
1.4. Почтовый адрес Заказчика:
117997, ГСП-7, г. Москва, ул. Варшавское шоссе, д. 45

1.5. Перечень терминов и сокращений:
	Термин (сокращение)
	Определение (расшифровка)

	1С:ДГУ
	Программа (конфигурация) «1С:Документооборот государственного учреждения 8»

	БД
	База данных

	ЗИ
	Защита информации

	ИБ
	Информационная безопасность

	ИНН
	Идентификационный номер налогоплательщика

	ИСПДн
	Информационная система персональных данных - это информационная система, представляющая собой совокупность персональных данных, содержащихся в базе данных, а также информационных технологий и технических средств, позволяющих осуществлять обработку таких персональных данных с использованием средств автоматизации или без использования таких средств

	Контракт
	Контракт __.__.20__ от № _____________ на выполнение работ 
по переводу программного продукта «1С: Документооборот государственного учреждения. Редакция 2.1» на новую редакцию 
«1С: Документооборот государственного учреждения. Редакция 3.0» 
и созданию системы внутреннего электронного документооборота 
ИПУ РАН

	КИ
	Конфиденциальная информация, т.е. информация, доступ к которой есть только у тех лиц, которые имеют на это легальное право

	НСИ
	Нормативно-справочная информация

	ОС
	Операционная система

	ПДн
	Персональные данные

	ПО
	Программное обеспечение

	ПП
	Программный продукт

	ППО
	Прикладное программное обеспечение

	Система
	Система внутреннего электронного документооборота ИПУ РАН основанная на конфигурации «1С: Документооборот государственного учреждения. Редакция 3.0»

	СЗИ
	Средства защиты информации

	СКЗИ
	Средства криптографической защиты информации, средство защиты информации, реализующее алгоритмы криптографического преобразования информации

	СЭД
	Система электронного документооборота

	ТЗ
	Техническое задание на выполнение работ по переводу программного продукта «1С:Документооборот государственного учреждения. Редакция 2.1» на новую редакцию «1С:Документооборот государственного учреждения. Редакция 3.0» и созданию системы внутреннего электронного документооборота ИПУ РАН  

(настоящий документ)

	Типовой (тиражный) программный продукт
	Программный продукт (конфигурация) продаваемый разработчиком программный продукт, не подвергавшийся изменениям (модификации) сторонними разработчиками

	ТК РФ
	Трудовой кодекс Российской Федерации

	УКЭП
	Усиленная квалифицированная электронная подпись

	ФСБ России
	Федеральная служба безопасности Российской Федерации

	ФСТЭК России
	Федеральная служба по техническому и экспортному контролю

	Целостность
	Свойство информации быть изменённой только легально

	ЭП
	Электронная подпись - информация в электронной форме, которая присоединена к другой информации в электронной форме (подписываемой информации) или иным образом связана с такой информацией и которая используется для определения лица, подписывающего информацию

	CSV, XLS, XLSX
	Форматы файлов электронных таблиц

	DOC, DOCX, TXT
	Форматы файлов текстовых документов

	HTTPS
	(от англ. HyperText Transfer Protocol Secure) – расширение протокола HTTP для поддержки шифрования в целях повышения безопасности

	XML
	(от англ. eXtensible Markup Language) – расширяемый язык разметки, язык с простым формальным синтаксисом, удобный для создания и обработки документов как программами, так и человеком


2. ЦЕЛИ И ЗАДАЧИ РАБОТ
2.1. Основными целями выполнения работ по переводу программного продукта «1С: Документооборот государственного учреждения. Редакция 2.1» на новую редакцию «1С: Документооборот государственного учреждения. Редакция 3.0» и созданию системы внутреннего электронного документооборота ИПУ РАН, в соответствии с требованиями настоящего Технического задания (далее – ТЗ), являются:

1) Повышение эффективности работы с документами:
a. Улучшить удобство навигации и хранения документов благодаря обновлённому интерфейсу и дополнительным возможностям группировки и фильтрации.
b. Повысить качество обработки больших объёмов документов за счёт ускоренной индексации и поисковых механизмов.
2) Обеспечение соответствия современным стандартам и законодательным нормам:
a. Разработать Систему, отвечающую требованиям действующего законодательства Российской Федерации в сфере применения электронной подписи и защищённого юридически значимого оборота электронных документов.

b. Обеспечить историческую преемственность и возможность использования в новой версии Системы всего объема ранее накопленных данных.
2.2. Задачи, которые необходимо выполнить для достижения целей:
1) Обследование объекта автоматизации и формирование частного технического задания (далее – ЧТЗ) для перехода к работе в системе электронного документооборота ИПУ РАН, построенной на основе «1С:Документооборот государственного учреждения 8, редакция 3.0».
2) Реализация настроек и доработок из конфигурации «1С:Документооборот государственного учреждения 8, редакция 2.1» в «1С:Документооборот государственного учреждения 8, редакция 3.0»

3) Перенос данных, накопленных в конфигурации «1С:Документооборот государственного учреждения 8, редакция 2.1» в «1С:Документооборот государственного учреждения 8, редакция 3.0».
3. ХАРАКТЕРИСТИКИ ОБЪЕКТА АВТОМАТИЗАЦИИ

3.1. Объектом автоматизации являются процессы организации и осуществления юридически значимого документооборота, включая обеспечение учета документов, взаимодействия сотрудников при подготовке и согласовании документов, подписания документов, контроля и анализа исполнительской дисциплины в ИПУ РАН, в т.ч. реализация перехода с программного продукта «1С: Документооборот государственного учреждения. Редакция 2.1» на новую конфигурацию «1С:Документооборот государственного учреждения. Редакция 3.0».
3.2. Работы по переводу программного продукта «1С:Документооборот государственного учреждения. Редакция 2.1» на новую редакцию «1С:Документооборот государственного учреждения. Редакция 3.0» и создание системы внутреннего электронного документооборота ИПУ РАН должны быть выполнены в следующем организационном объеме:
общее количество пользователей Системы – от 300, в будущем возможно увеличение до 700;

работы преимущественно выполняются на территории Заказчика в рабочее время согласно ТК РФ по рабочим дням с 9 часов 30 минут до 18 часов 15 минут;

Исполнитель самостоятельно формирует проектную команду исходя из необходимого количества ролей специалистов и количества сотрудников для качественного выполнения, требуемых объемов, сроков и результатов работ, установленных настоящим ТЗ.
3.3. Результатами выполнения работ должны являться: 
система внутреннего электронного документооборота ИПУ РАН, в основе которой используются адаптированные типовые (тиражные) и нетиповые программные продукты платформы 1С: Предприятие 8.3, ПП «1С:Документооборот государственного учреждения 8, редакция 3.0», обеспечивающие автоматизацию создания и согласования документов, подписания документов усиленной квалифицированной электронной подписью, архивного хранения документов подписанных электронной подписью, фиксацию факта получения и исполнения участниками электронного документооборота приказов распоряжений, поручений и т.п., а также анализа исполнительской дисциплины работников ИПУ РАН;
проектная и эксплуатационная документация на выполнение работ по переводу программного продукта «1С: Документооборот государственного учреждения. Редакция 2.1» на новую редакцию «1С: Документооборот государственного учреждения. Редакция 3.0» и создание системы внутреннего электронного документооборота ИПУ РАН.
4. ТРЕБОВАНИЯ К СИСТЕМЕ В ЦЕЛОМ
4.1. Общие требования к Системе

4.1.1. Система должна удовлетворять следующим требованиям:

4.1.1.1. Надежность. Система должна быть реализована с использованием мировых практик по отказоустойчивости, предоставлять удобные процедуры резервного копирования, обеспечивать сохранность данных.

4.1.1.2. Решение (Система) должно быть централизованным – с единой серверной группировкой.

4.1.1.3. Программная доработка расширения функций решения должна быть минимизирована, выполняться при помощи встроенного инструментария механизма платформы 1С:Предприятие 8, не накладывая ограничений на возможность обновлений ПО (должна обеспечиваться возможность регулярного обновления включая тиражные обновления фирмы 1С с учетом (сохранением или адаптацией) имеющихся доработок/модификаций тиражного функционала).

4.1.1.4. Исполнитель не должен самостоятельно проводить какое-либо сокрытие программируемого кода, не проводить обфускацию кода.  

4.1.1.5. На этапе прототипирования Системы должны приниматься во внимание возможности и ограничения платформы 1С:Предприятие 8.3. В случае если ограничения или возможности платформы влекут изменения в методологии работы Заказчика, такие изменения должны быть согласованы с Заказчиком.

4.1.1.6. Реализация бизнес-процессов текущего ТЗ в объеме решения ТЗ должно обеспечить дальнейшую унификацию процессов и их централизованную поддержку.

4.1.1.7. Отсутствие избыточности и дублирования. Для исключения избыточности при проектировании функций Системы общие процедуры должны быть реализованы единожды и использоваться несколькими процессами. Следует соблюдать непротиворечивость и логичность проектируемых функций. Функции Системы в результате их выполнения должны приводить к единственному, однозначно интерпретируемому пользователем результату.

4.1.1.8. Система должна являться адаптивной и изменяемой с учетом развития, и возможного изменения структуры функционирования Заказчика или изменения в законодательстве РФ.

4.1.1.9. Высокая скорость реакции Системы, выполнения процедур и транзакций. Система должна обеспечивать необходимый уровень производительности по мере увеличения функциональных возможностей (функционального масштабирования), количества одновременно работающих пользователей.

4.1.1.10. Система должна иметь возможность интеграции с информационными решениями Заказчика, а также с внешними системами (при необходимости и по потребностям Заказчика), подробное описано в следующих пунктах текущего ТЗ.

4.1.1.11. Интуитивная понятность, логичность и соответствие требованиям общей технической эргономики графических интерфейсов. Разрабатываемые программные средства Системы должны соответствовать стандартам Linux/MS Windows/ в части работы с клавиатурой, отображения информации на экране, вызова справочной информации, организации пользовательского интерфейса.

4.1.1.12. Защищенность и адекватность реагирования на нестандартное использование функций либо некорректный ввод данных. Система должна корректно обрабатывать и протоколировать ошибочные (в том числе происшедшие по вине человека) и конфликтные ситуации и информировать об этом пользователя. Дальнейший порядок работы Системы при возникновении конфликтной ситуации должен быть определен проектными решениями.

4.1.1.13. Система должна поддерживать технологии «клиент-сервер» и функционирование в рамках локальной вычислительной сети Заказчика.

4.1.1.14. Стандартизированность потоков ввода-вывода данных. Входные и выходные данные Системы должны представляться в стандартизованных форматах данных, в том числе в распространенных форматах обработки данных, текстовые файлы, файлы типа XML, CSV, DOCX, DOC, XLS и XLSX.

4.1.1.15. Система должна быть открыта и предоставлять возможность для интеграции с внешними программами и оборудованием на основе общепризнанных открытых стандартов и протоколов передачи данных, тиражно заложенных в технологии платформы 1С: Предприятие 8.3, сервера 1С, иных ПП платформы 1С, закупаемых Заказчиком и описанные в текущем ТЗ.

4.1.2. Иные требования описаны в п.4.2 – 4.21 Текущего ТЗ.

4.2. Требования к надежности Системы

4.2.1. При разработке Системы должно быть соблюдено требование по надежности автоматизированной системы, как комплексному свойству сохранять во времени в установленных пределах значения всех параметров, характеризующих способность Системы выполнять свои функции в заданных режимах и условиях эксплуатации.

4.2.2. Надежность функционирования Системы характеризуется в первую очередь устойчивостью (способностью безотказного функционирования) и восстанавливаемостью работоспособного состояния после произошедших сбоев или отказов. Разрабатываемые и дорабатываемые программные решения не должны конфликтовать с текущим программным обеспечением на серверах/рабочих местах конечных пользователей Системы.

4.3. Требования к безопасности

4.3.1. Исполнителю следует руководствоваться следующими нормативно-правовыми документами:

Федеральный закон от 27 июля 2006 года № 149-ФЗ «Об информации, информационных технологиях и о защите информации»;

Федеральный закон от 6 апреля 2011 г. № 63-ФЗ «Об электронной подписи»;

Федеральный закон от 27 июля 2006 года № 152-ФЗ «О персональных данных».
4.3.2. Согласно официальным разъяснениям правообладателя фирмы «1С» ИС на платформе 1С: Предприятие 8 при условии соответствующей настройки реализует следующие меры обеспечения безопасности информации, предусмотренные требованиями Приказа ФСТЭК России от 18.02.2013 года № 21 "Об утверждении Состава и содержания организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных":

ИАФ.1 – Идентификация и аутентификация пользователей;

ИАФ.3 – Управление идентификаторами, в том числе создание, присвоение, уничтожение идентификаторов;

ИАФ.5 – Защита обратной связи при вводе аутентификационной информации;

УПД.1 – Управление (заведение, активация, блокирование и уничтожение) учетными записями пользователей, в  том числе внешних пользователей;

УПД.2 – Реализация необходимых методов (дискреционный или ролевой метод), типов (чтение, запись, выполнение или иной тип) и правил разграничения доступа;

УПД.5 – Назначение минимально необходимых прав и привилегий пользователям, администраторам и лицам, обеспечивающим функционирование информационной системы;

РСБ.3 – Сбор, запись и хранение информации о событиях безопасности в течение установленного времени хранения;

ОПС.1 – Ограничение программной среды. Управление запуском (обращениями) компонентов программного обеспечения, в том числе определение запускаемых компонентов, настройка параметров запуска компонентов, контроль за запуском компонентов программного обеспечения.

4.4. Требования по управлению доступом и разграничению полномочий пользователей

4.4.1. Пользователями Системы являются работники Заказчика. 

4.4.2. По управлению доступом и разграничению полномочий пользователей в Системе необходимо обеспечить:

возможность идентификации, проверки подлинности и контроль доступа субъектов:
· при входе в систему;

· к томам, каталогам, файлам, записям, полям записей;
возможность:
· управления идентификаторами, в том числе создание, присвоение, уничтожение идентификаторов;
· аутентификация должна иметь возможность производиться под доменными учетными записями Linux\Windows;

· идентификации и аутентификации внутренних пользователей;
· защиты обратной связи при вводе аутентификационной информации;

· применения необходимых методов, типов (чтение, запись, выполнение или иной тип) и правил разграничения доступа;
· управления (фильтрация, маршрутизация, контроль соединений, однонаправленная передача и иные способы управления) информационными потоками между устройствами, сегментами информационной системы, а также между информационными системами;
· разделения полномочий (ролей) пользователей, администраторов и лиц, обеспечивающих функционирование информационной системы;
· назначения минимально необходимых прав и привилегий пользователям, администраторам и лицам, обеспечивающим функционирование информационной системы;
· блокирования сеанса доступа в информационную систему после установленного времени бездействия (неактивности) пользователя или по его запросу (при технической возможности);
· идентификации и аутентификации субъектов доступа и объектов доступа 
в виртуальной инфраструктуре, в том числе администраторов управления средствами виртуализации;
· полное ограничение доступа пользователю к выполнению всех функций, пока он не пройдет успешно проверку подлинности.

4.4.3. Контроль доступа в Системе реализован на основе ролевой модели разграничения доступа. При внедрении Системы состав и полномочия ролей могут быть скорректированы. Необходимость корректировки будет определена при техническом проектировании. Состав и содержание ролей могут быть изменены пользователями с ролями «Администратор» или «Администратор безопасности». Роли назначаются администратором безопасности конкретным пользователям в зависимости от их функциональных обязанностей.

4.5. Требования по регистрации и учёту работы пользователей

4.5.1. Все действия пользователя с момента входа в Систему до момента завершения работы должны регистрироваться в «Журнале регистрации».

4.5.2. Параметры регистрации или типа событий не могут быть изменены пользователем Системы, независимо от роли пользователя.

4.5.3. Система должна предоставлять средства для просмотра (поиска, анализа) журналов регистрации действий пользователя. Доступ к журналам регистрация действий пользователя должен предоставляться только пользователям с особой ролью.

4.6. Требования по обеспечению целостности

Средствами защиты информации платформы 1С: Предприятие 8.3 и СЗИ Заказчика должна быть обеспечена целостность и неизменность программной среды Системы.

4.7. Требования к способам и средствам связи для информационного обмена между компонентами системы

4.7.1. Взаимодействие между компонентами Системы (в т.ч. веб-сервером, сервером приложения 1С, терминальным сервером) должно осуществляться посредством стека протоколов TCP/IP. Информационный обмен между Сервером приложения 1С и Сервером СУБД должен осуществляться с помощью стандартного интерфейса взаимодействия СУБД вида PostgreSQL на языке запросов SQL, с использованием стека протоколов TCP/IP и одинаково для всех сред.

4.7.2. Взаимодействие пользователей с Системой:

в продуктивной среде должно осуществляться посредством интернет-браузера или клиентского приложения «1С: Предприятие», используя протоколы прикладного уровня HTTPS с использованием протокола SSL 3.0/TSL 1.0 для непривилегированных пользователей и обслуживающего персонала;

в среде тестирования должно осуществляться посредством:

· интернет-браузера или клиентского приложения «1С: Предприятие» на терминальном сервере, используя протоколы прикладного уровня HTTPS с использованием протокола SSL 3.0/TSL 1.0 для непривилегированных пользователей;

· интернет-браузера, используя протоколы прикладного уровня HTTPS с использованием протокола SSL 3.0/TSL 1.0 на терминальном сервере для разработчиков;

в среде разработки должно осуществляться посредством:

· клиентского приложения «1С: Предприятие» на терминальном сервере с использованием стека протоколов TCP/IP для разработчиков;

· интернет-браузера или клиентского приложения «1С: Предприятие» на терминальном сервере, используя протоколы прикладного уровня HTTPS с использованием протокола SSL 3.0/TSL 1.0 для обслуживающего персонала;

· интернет-браузера, используя протоколы прикладного уровня HTTPS с использованием протокола SSL 3.0/TSL 1.0 на терминальном сервере для разработчиков.

4.7.3. Доступ администраторов во все среды планируется осуществлять через рабочие станции, предоставленные Заказчиком. 

4.7.4. Разработка и модификация Системы выполняется в типовой среде разработки на платформе 1С: Предприятие 8.3 на основе конфигуратора, с использованием подсистемы хранилища конфигураций.

4.7.5. Перечень протоколов взаимодействия, при необходимости, должен быть уточнен на этапе разработки в составе разработанного Исполнителем и согласованного Заказчиком ЧТЗ (частного технического задания) в начале работ.

4.7.6. Взаимодействие со смежными ИС Заказчика осуществляется с соблюдением требований и способов обмена информацией, приведенных в методических указаниях фирмы «1С» на платформу и ПП 1С: Предприятие 8.3.

4.8. Требования по антивирусной защите и защите от иных угроз ИБ

Антивирусная защита, защита от шифровальщиков, криптографическая защита, контроль соответствия политикам ИБ, и защиты от иных угроз ИБ, не описанных в текущем ТЗ, обеспечивается средствами Заказчика из состава СЗИ Заказчика: СЗИ на ИСПДн ЭДО.
4.9. Требования по диагностированию Системы, управлению конфигурацией Системы

4.9.1. Инструменты для диагностирования системы представлены в Таблице:

	№
	Инструмент диагностирования
	Функции по диагностированию

	1. 
	Встроенные средства ОС серверов
	Контроль активности пользователей (входы/выходы пользователей, запущенные модули);

контроль корректности работы Системы;

контроль событий, свидетельствующих об отказах Системы.

Использование инструмента: по необходимости.

	2. 
	Встроенные утилиты прикладного ПО платформы «1С:Предприятие»:

технологический журнал
	Технологический журнал используется для анализа технологических проблем работы информационной базы и анализа аварийных завершений работы с ней.

Часть данных из технологического журнала отправляется в системы мониторинга.

Использование инструмента: 

для разбора проблем производительности - по необходимости;

при сборе данных для систем мониторинга - постоянно.

	3. 
	Встроенные утилиты прикладного ПО платформы «1С:Предприятие»:

журнал регистрации
	Журнал регистрации содержит информацию о том, какие события происходили в информационной базе в определенный момент времени или какие действия выполнял тот или иной пользователь. Для каждой записи журнала, отражающей изменение данных, отображается статус завершения транзакции (транзакция завершена успешно, или же транзакция отменена).

Для событий доступа (включая просмотр) по избранным объектам данных настраивается ведение журнала регистрации, исходя из утвержденных проектных решений. Такой журнал доступен для анализа встроенными средствами прикладного ПО и может быть выгружен для анализа внешними инструментами.

Для событий успешной и неуспешной аутентификации в информационной базе в журнал регистрации записывается какой именно пользователь операционной системы выполняет эту аутентификацию.

Использование инструмента: постоянно.


4.9.2. Средствами защиты информации платформы 1С: Предприятие 8 и СЗИ Заказчика должно быть обеспечено:

определение лиц, которым разрешены действия по внесению изменений в конфигурацию информационной системы;
управление изменениями конфигурации информационной системы;
анализ потенциального воздействия планируемых изменений в конфигурации информационной системы на обеспечение защиты и согласование изменений в конфигурации информационной системы с должностным лицом (работником), ответственным за обеспечение безопасности защищаемой информации;
документирование информации (данных) об изменениях в конфигурации информационной системы.

4.10. Требования по резервному копированию информации

Для обеспечения сохранности информации должны использоваться следующие функции СУБД:

резервное копирование;

восстановление данных в непротиворечивое состояние при аппаратно-программных сбоях вычислительно-операционной среды функционирования (отключение электрического питания, сбоях операционной системы и других);

восстановление данных в непротиворечивое состояние при сбоях в работе сетевого программного и аппаратного обеспечения.

4.11. Требования к формированию печатных документов в Системе

Печать отчётов должна быть реализована на принтерах (МФУ), и обеспечивать качественную эргономику с интуитивно понятным интерфейсом для пользователей. Печать документов должна выполняться с текстовым содержанием на русском языке.

4.12. Требования к эргономике и технической эстетике Системы

4.12.1. Система должна автоматизировать рутинные процедуры, выполняемые пользователями и упростить их функции. Объекты Системы должны обладать понятным интерфейсом и не должны вызывать затруднений при работе.

4.12.2. Система должна допускать возможность ввода данных на английском и русском языках и команд различными способами (клавиатура, манипулятор типа «мышь») и многовариантность доступа к прикладным функциям Системы («горячие клавиши», меню). Ввод-вывод данных, прием управляющих команд и отображение результатов их исполнения должны выполняться в интерактивном режиме.

4.12.3. Система должна позволять работать в многооконном режиме, учитывать возможность перехода и возврат от окна к окну, от режима к режиму, и корректно обрабатывать такие ситуации, в части блокировок объектов и отображения информации.

4.12.4. Интерфейс Системы должен обеспечивать простоту навигации, что достигается путем структурированного представления информации, однотипности обозначений и приемов выполнения аналогичных операций.

4.12.5. Система должна учитывать возможность открытия нескольких окон информации.

4.13. Требования по стандартизации и унификации

4.13.1. Разрабатываемые программные средства Системы должны соответствовать стандартам Linux/MS Windows систем в части работы с клавиатурой, отображения информации на экране, вызова справочной информации, организации пользовательского интерфейса и т.п. для клиентского ПО.

4.13.2. Реализация Системы должна быть максимально приближена к штатной (коробочной) функциональности и архитектуре используемых при модернизации иных программных систем включая СУБД, веб-сервер, компоненты ОС и прочее.

4.14. Режимы функционирования (требования к режимам функционирования системы)

4.14.1. Система должна функционировать круглосуточно и непрерывно, за исключением простоев, связанных с мероприятиями по плановому и внеплановому обслуживанию Системы.

4.14.2. В случае возникновения сбоев в работе Системы время простоя Системы регламентируется требованиями к надежности Системы согласно режимам функционирования Таблицы:

	№
	Режим функционирования информационной системы
	Описание режима функционирования

	1. 
	Нормальный режим функционирования
	Нормальный режим работы системы должен являться основным режимом работы; регламентируется соответствующими параметрами доступности и производительности.

Режим работы Системы должен обеспечивать возможность ввода данных в рабочее время на любом обслуживаемом оборудования из внутренней сети организации в режиме 24х7, а также бесперебойную работу интеграционных механизмов.

Функциональность должна быть доступна пользователям круглосуточно (24х7) без учета технологических перерывов для технологического обслуживания.

	2. 
	Автономный режим функционирования
	Автономный режим функционирования соответствует показателям нормального режима функционирования системы, но характеризуется отказом одного или нескольких интеграционных механизмов.

В автономном режиме доступ пользователям к системе разрешен.

Порядок перевода ИС из нормального режима в автономный режим функционирования и обратно в нормальный режим должен быть описан в инструкции, например, в Руководстве администратора.

	3. 
	Режим обслуживания и обновления
	Режим предназначен для проведения регламентных и профилактических работ в Системе. Одинаковый для всех компонентов Системы.

В данном режиме функционирования доступ пользователей к Системе должен быть запрещен в зависимости от вида работ.

Порядок перевода ИС из нормального режима в режим обслуживания и обновления и обратно в нормальный режим должен быть описан в инструкции, например, в Руководстве администратора.

Техническое обслуживание Системы проводиться в рабочее время Заказчика, о периоде технического обслуживания необходимо сообщать заранее не позднее чем за 1 рабочий день до внепланового обслуживания и за 5 рабочих дней до планового обслуживания. В случае невозможности завершить техническое обслуживание в рабочее время, техническое обслуживание продолжается во внерабочее время.

	4. 
	Аварийный режим функционирования
	Аварийный режим работы Системы характеризуется потерей работоспособности системы в связи с выходом из строя одного или нескольких ее компонент. Одинаковый для всех компонентов Системы.

В аварийном режиме функционирования доступ пользователей к Системе запрещен, работа с Системой возможна только для администраторов.

Порядок восстановления Системы из аварийного режима в нормальный, а также порядок определения аварийного состояния должен осуществляться в соответствии с порядком, описанном описан в инструкции, например, в Руководстве администратора. Максимальное время простоя Системы не может превышать 5 рабочих дней в течении календарного месяца.


4.15. Показатели назначения

4.15.1. Система должна обеспечивать одновременную работу не менее 100 пользователей.

4.15.2. Время отклика Системы для операций навигации по экранным формам (после открытия экранной формы) должно составлять не более 5-и секунд в зависимости от выделенных аппаратных ресурсов. 

4.16. Перспективы развития, модернизации Системы

Разрабатываемая Система должна обеспечивать функционирование не менее 300 (при наличии у Заказчика необходимого количества лицензий) одновременно открытых сеансов работы пользователей и иметь в перспективе (вне рамок текущего ТЗ, в режиме технической поддержки промышленной (рабочей) эксплуатации) возможность расширения числа рабочих сеансов не менее, чем до 700 пользователей. Иные перспективы развития и модернизации Системы будут сформированы Заказчиком не ранее чем после создания и внедрения в работу Системы в рамках технической поддержки режима промышленной (рабочей) эксплуатации.  

4.17. Требования к видам обеспечения

4.17.1. Техническое обеспечение: необходимые вычислительные ресурсы для выполнения работ, включая инфраструктуру, обеспечивающую работоспособность Системы, тестирования, промышленной эксплуатации и архивирования предоставляет Заказчик.

4.17.2. Программное обеспечение: необходимые лицензии системного и прикладного программного обеспечения предоставляет Заказчик.

4.17.3. Информационное обеспечение: наполнение справочных данных необходимых для работы пользователей в Системе, выполняет Исполнитель автоматизированным методом, по необходимости, с привлечением сил Заказчика, в зависимости от поставленной задачи.

4.17.4. Лингвистическое обеспечение: язык интерфейса Системы – русский.

4.18. Требования к патентной чистоте

4.18.1. Программное обеспечение Системы должно быть свободным от возможности предъявления любых основанных на промышленной, интеллектуальной или другой собственности прав и притязаний третьих лиц.

4.18.2. Программные изделия должны обладать патентной чистотой на территории России.

4.18.3. Установка Системы в целом, как и установка отдельных частей Системы, не должна предъявлять дополнительных требований к покупке лицензий на программное обеспечение сторонних производителей.

4.19. Требования к реагированию на инциденты в платформе 1С

4.19.1. Исполнитель при сопровождении, адаптации, конфигурированию Системы, обязан осуществлять управление конфигурацией СЗИ 1C, осуществлять реагирование на инциденты в компонентах системы защиты 1С, ограничиваясь исключительно средствами и техническими возможностями платформы 1С: Предприятие 8.3:

обнаружение и идентификация инцидентов, в том числе отказов в обслуживании, сбоев (перезагрузок) в работе платформы 1С, сервера 1С, клиентских подключений, используемой СУБД, нарушений правил разграничения доступа, неправомерных действий по сбору информации и иных событий, приводящих к возникновению инцидентов;

своевременное информирование пользователей и администраторов Заказчика, выявление инцидентов и реагирование на них;

анализ инцидентов, в том числе определение источников и причин возникновения инцидентов, а также оценка их последствий;

планирование и принятие мер по устранению инцидентов, в том числе по восстановлению системы защиты и ее сегментов платформы 1С в случае отказа в обслуживании или после сбоев, устранению последствий нарушения правил разграничения доступа, неправомерных действий по сбору информации, внедрения вредоносных компьютерных программ (вирусов) и иных событий, приводящих к возникновению инцидентов;

планирование и принятие мер по предотвращению повторного возникновения инцидентов.

4.20. Требование к информированию персонала по исполнению норм информационной безопасности в Системе

4.20.1. Исполнитель при сопровождении, адаптации, конфигурированию Системы, обязан осуществлять информирование персонала Заказчика в части: 

информирования персонала Заказчика о правилах безопасной эксплуатации Системы, платформы 1С: Предприятие 8.3;

доведения до персонала Заказчика требований по ЗИ и ИБ в части технических возможностей платформы 1С: Предприятие 8.3;

4.21. Общее описание технической инфраструктуры, используемой для функционирования Системы
4.21.1. Работа информационных систем платформы 1С:Предприятие 8.3 Заказчика предполагается в клиент-серверном варианте, пользователи по предварительному решению планируется подключать на основании тонкого клиента платформы 1С:Предпрятие 8.3, по запросу Заказчика Исполнитель должен предусмотреть возможность подключения пользователей через веб-клиент 1С. Исполнитель должен исходить из того, что пользователи Заказчика будут работать в гетерогенной среде как на ОС Windows, так в ОС вида Linux. В качестве СУБД Заказчик обязует Исполнителя использовать отечественные СУБД или PostgreSQL из репозитария ОС Astra Linux или СУБД Postgres Pro для 1C. В качестве веб-сервера (при необходимости) Заказчик обязует Исполнителя использовать веб-сервер Apache и Nginx. Заказчик при необходимости планирует использовать браузеры на базе Chromium (chromium-gost) или Яндекс.Браузер для организаций версии 25.6 и выше. 

4.21.2. Первый контур защиты информации и информационной безопасности должен быть сформирован всеми возможными типовыми средствами платформы 1С: Предприятие 8.3. В качестве фактора аутентификации пользователей необходимо использовать пароль, генерируемый платформой 1С:Предприятие в соответствии со стандартами ИБ и ЗИ, рекомендуемыми фирмой «1С». 

4.21.3. По умолчанию в инфраструктуре Заказчика на серверах запрещено подключение к сети Интернет.
4.22.  Описание оборудования и программного обеспечения Заказчика
Платформы: 1С: Предприятие 8.3 (8.3.22.1709); сервер БД PostgreSQL 10.10-1.1С (64-бит).

Оборудование и ОС:

Сервер 1С и сервер БД находятся на одной физической машине

ОС: Windows Server 2016 Standart (SP 2, 64-bit).

Процессор: Intel Xeon Silver 2.30 GHz (2 процессора).

Оперативная память: 256 Gb.

8 HDD – 2Тб, 2 SSD – 240 Gb
Текущая версия конфигураций: «1С:Документооборот государственного учреждения 8» 2.1 (2.1.31.5).
5. СОСТАВ И СОДЕРЖАНИЕ РАБОТ

5.1. Этапы работ:
Состав, содержание, сроки исполнения и результаты работ указаны в приложении 2 к настоящему ТЗ:

Этап 1 – Проведение обследования объекта автоматизации и проектирование СЭД ИПУ РАН на базе программ линейки «1С:Предприятие 8» имеющихся у Заказчика, разработка частного технического задания на модификацию, адаптацию и конфигурирование типовой конфигурации ПП «1С:Документооборот государственного учреждения 8, редакция 3.0» (далее – ЧТЗ).
Этап 2 - Создание Системы в соответствии с согласованным ЧТЗ, проведение первоначальной миграции данных на согласованную с Заказчиком дату в разработанный прототип СЭД ИПУ РАН и ее проверку.

Этап 3 – Подготовка и проверка готовности пользователей к работе в СЭД ИПУ РАН, Проведение предварительных испытаний СЭД ИПУ РАН на соответствие ТЗ и ЧТЗ, опытная эксплуатация, анализ результатов ОЭ и доработка Системы по результатам опытной эксплуатации. Проведение итоговой миграции данных в модернизированную СЭД ИПУ РАН. Приемочные испытания. Перевод Системы в промышленную эксплуатацию.
5.2. Методология 

Методология создания и ввода в действие  Системы должна учитывать требования ГОСТ Р 59793-2021, ГОСТ 34 – «Информационные технологии. Комплекс стандартов на автоматизированные системы» и ГОСТ 19 – «Единая система программной документации (ЕСПД), а также рекомендации лучших практик внедрения информационных систем.

5.3. Требования к Исполнителю

5.3.1. Исполнитель должен обеспечивать качественное выполнения работ в соответствии с требованиями настоящего ТЗ. Работы должны быть выполнены Исполнителем (его обученным и квалифицированным персоналом, имеющим право выполнять работы, соответствующие предмету настоящего ТЗ), с возможным привлечением третьих лиц к выполнению работ. Допуск третьих лиц возможен после письменного уведомления и согласования с Заказчиком. 

5.4. Требования к работам

5.4.1. Требования к видам и содержанию выполняемых работ

В ходе исполнения обязательств по Контракту Исполнитель должен выполнить работы в соответствии с настоящим ТЗ и согласованным Заказчиком ЧТЗ, которое должно быть разработано и согласовано на этапе разработки проектного решения.
5.4.2. Требования к порядку выполнения работ
5.4.2.1. Все работы в соответствии с нестоящим ТЗ выполняются и согласованным Заказчиком ЧТЗ (далее – работы) выполняются Исполнителем самостоятельно с привлечением собственного штатного квалифицированного персонала. В случае привлечения Исполнителем по согласованию с Заказчиком третьих лиц для выполнения данных работ, работа указанных лиц оплачивается за счёт Исполнителя. 
5.4.2.2. Выполнение Исполнителем работ по реализации существующих функциональных решений в составе Системы не должно быть связано с увеличением трудоёмкости выполнения регулярных технологических функций Заказчика, реализуемых с использованием существующего функционала Системы (в том числе временным).
5.4.2.3. Работы Исполнитель должен выполнять поэтапно.
5.4.2.4. Сроки начала и окончания этапов выполнения работ указаны в Календарном плане‑графике выполнения работ в соответствии с приложением 2 к настоящему ТЗ. 

5.4.3. Требования к составу отчётных документов

В ходе выполнения работ Исполнитель должен представить следующие отчётные документы, которые должны быть согласованы ответственными представителями Заказчика (для разных этапов предоставляется разный набор отчетных документов):

Протокол начала этапа;

ЧТЗ; 

Общее описание системы;

Программа и методика испытаний Системы;

Руководство (инструкция) пользователя (оператора);

Ведомость эксплуатационных документов;

Спецификация оборудования;

Протокол(ы) испытаний Системы;

Программа подготовки пользователей;

Протоколы подготовки пользователей;

Протокол завершения этапа;

Акт выполненных работ по этапу;

Акт завершения работ; 

Акт приемки в опытную эксплуатацию;

Акт приемки в постоянную эксплуатацию.

5.4.4. Ведение нормативно-справочной информации

Детальные требования, а также план действий и ответственные по подготовке НСИ должны быть уточнены и описаны Исполнителем в ЧТЗ.
Форматы и инструменты для загрузки начальных данных из текущей версии Системы разрабатываются Исполнителем. Данные для загрузки предоставляются Заказчиком в согласованном формате.

5.4.5. Порядок сдачи-приёмки выполненных работ 

5.4.5.1. Приемка выполненных работ осуществляется в соответствии с требованиями, установленными Контрактом.
5.4.5.2. Заказчик назначает ответственного представителя по контролю и согласованию задач текущего ТЗ, который отвечает за обеспечение своевременного предоставления информации Исполнителю, направление запросов Исполнителю, осуществление приемки результатов работ, согласование ЧТЗ, утверждение и подписание Протоколов работ, иные согласования и утверждения. Заказчик обеспечивает своих представителей всеми необходимыми доверенностями в соответствии со ст. 185 ГК РФ, кроме этого полномочия представителя Заказчика, направившего запрос Исполнителю и/или принявшего этап работ (подписавшего Протоколы) считаются явствующими из обстановки в соответствии с п. 1 ст. 182 ГК РФ.
5.4.5.3. После подписания Исполнителем и Заказчиком протокола начала этапа Исполнитель формирует и согласует с Заказчиком программу и методику испытаний для осуществления проверки работ по этапу. После утверждения и подписания Заказчиком программы и методики испытаний Исполнитель осуществляет комплекс работ согласно условиям и требованиям настоящего ТЗ. 
5.4.5.4. Перед переводом Системы в опытную и постоянную эксплуатацию Заказчик утверждает (подписывает) протоколы испытаний Системы согласно утвержденной ранее Программе и методике испытаний. Более подробно этапы опытной эксплуатации описаны в разделе 7 настоящего ТЗ. Согласно п.6.2 и 7.2.3 текущего ТЗ Исполнитель проводит обучение пользователей с предоставлением разработанных или модифицированных методических материалов. 
5.4.5.5. После утверждения и подписания Протокола испытания Системы, Протокола подготовки пользователей (для этапов автоматизации исключая этапы вида проектирования, прототипирования, анализа и т.п.) Исполнитель предоставляет Заказчику на утверждение и подпись Протокол завершения этапа. Протокол завершения этапа подписывается на основании подписанных ранее Протокола испытания Системы и Протокола подготовки пользователей (при наличии).
5.4.5.6. В случае досрочного завершения этапа выполнения работ Исполнитель вправе предоставить отчётные документы (итоговые Протоколы) по этапу на согласование и утверждение Заказчику досрочно. 
6. ПОРЯДОК КОНТРОЛЯ И ПРИЁМКИ СИСТЕМЫ

6.1. Виды, состав, объём и методы испытаний

6.1.1. Приёмка Системы должна осуществляться на основании результатов проведения тестирования. Для Системы должны быть проведены следующие виды тестирования:

1) предварительные испытания (тестовая эксплуатация);
2) опытная эксплуатация (ОЭ);

3) приемочные испытания.

6.1.2. Испытания должны проводиться в соответствии с разработанными программами и методиками проведения соответствующих испытаний. Программы и методики проведения испытаний, а также сценарии проведения испытаний разрабатываются Исполнителем и согласовываются Заказчиком.

6.1.3. Результаты проведения испытаний Системы фиксируются в протоколах проведения испытаний. Протоколы проведения испытаний должны содержать заключение о возможности (невозможности) перехода к следующему этапу разработки и внедрения Системы, а также перечень необходимых доработок и рекомендуемые сроки их выполнения.
6.2. Требования к формату подготовки сотрудников

6.2.1. Исполнитель формирует порядок и протокол подготовки, который согласуется с ответственным представителем Заказчика. Полный перечень ролей пользователей, перечень ответственных ролей, ролей руководителей формируется на этапе создания Системы. Протокол подготовки детализируется по ролям пользователей, детализация по конкретным сотрудникам Заказчика не планируется. Подготовка по ролям сотрудников предполагается в виде единоразового обучения с предоставлением обучающих материалов. Для успешного проведения подготовки Исполнителем по ролям пользователей Заказчика необходимо провести подготовку не менее 5 (пяти) пользователей каждой роли.

6.2.2. В ходе осуществления задачи подготовки пользователей (сотрудников) ИС Заказчика Исполнитель обязан:

1) для всех ролей разработать печатные методические материалы для раздачи пользователям по ролям, включая текстовые описания и скриншоты программы. Передача материалов ответственным сотрудникам Заказчика производится в электронном варианте в редактируемом формате rtf/word или не редактируемом формате pdf по согласованию с ответственным представителем Заказчика;

2) для согласованного перечня значимых ролей, включая роли руководителей, дополнительно к печатным материалам разработать обучающие видеоматериалы по ролям ответственных сотрудников, предоставить видеоматериалы в электронном формате типа mp4 или аналогичных;

3) по запросу Заказчика провести дистанционное групповую подготовку сотрудников Заказчика по ролям, предварительно планируется однократная подготовка работе с программой по каждой соответствующей роли пользователей.
7. СОСТАВ И СОДЕРЖАНИЕ РАБОТ ПО ПОДГОТОВКЕ К ОПЫТНОЙ ЭКСПЛУАТАЦИИ

7.1. Состав подготовительных работ

Для подготовки Системы к вводу в опытную эксплуатацию выполняется следующий комплекс мероприятий:

подготовка информации для заполнения комплекса справочных данных;

подготовка объекта автоматизации для ввода Системы в эксплуатацию; 

определение ответственных лиц по работе с Системой.
7.2. Содержание подготовительных работ

7.2.1. Подготовка информации для заполнения комплекса справочных данных

Перечень мероприятий по подготовке информации для заполнения комплекса справочных данных:

	№
	Наименование мероприятия
	Ответственный

	1.
	Формирование списка объектов комплекса справочных данных, которые необходимо заполнить для проверки функционала Системы, Первоначальная настройка Системы
	Исполнитель

	2.
	Формирование данных для заполнения объектов комплексных справочных данных
	Исполнитель/Заказчик

	3
	Утверждение данных для заполнения объектов комплексных справочных данных
	Заказчик


Следует предусмотреть загрузку первоначальных данных квалифицированными сотрудниками Исполнителя (при наличии технической возможности загрузки).

7.2.2. Подготовка объекта автоматизации для ввода Системы в опытную эксплуатацию

Перечень мероприятий по подготовке объекта автоматизации для ввода Системы в эксплуатацию:

	№
	Наименование мероприятия
	Ответственный
	Примечание

	1.
	Обеспечение стандартных условий функционирования Системы в соответствии с общепринятыми нормами и стандартами 
	Заказчик
	Наличие материально-технической базы c предустановленным и настроенным общесистемным ПО для инсталляции программ

	2
	Развертывание Системы
	Исполнитель
	На аппаратно-технических средствах, предоставленных Заказчиком.


7.2.3. Срок и порядок подготовки пользователей работе с Системой

Исполнитель должен провести подготовку персонала Заказчика к работе с разработанным (модернизированным) функционалом Системы. Перед проведением подготовки Исполнитель должен подготовить комплект операционных и технологических инструкций для пользователей Системы, примеры для подготовки (при необходимости).

Исполнитель должен предоставить Заказчику программу подготовки ключевых пользователей. Заказчик должен организовать проведение подготовки по программе, подготовленной Исполнителем. План-график проведения подготовки должен быть подготовлен Исполнителем и утвержден Заказчиком после представления Исполнителем программы подготовки ключевых пользователей. Непосредственная подготовка ключевых пользователей Системы выполняется силами Исполнителя. Подготовка остальных пользователей Системы выполняется силами Заказчика.
	№
	Наименование мероприятия
	Ответственный
	Примечание

	1.
	Формирование списков для подготовки пользователей
	Подразделения Заказчика
	Список включает список пользователей, время и направление подготовки

	2.
	Проведение подготовки пользователей в соответствии с утвержденными списками
	Исполнитель
	Совместно с Заказчиком


8. ТРЕБОВАНИЯ К ДОКУМЕНТИРОВАНИЮ

8.1. Документация, поставляемая Заказчику в рамках работ по Контракту, рекомендуется оформить с учетом ГОСТ 34.201–2020 «Комплекс стандартов на автоматизированные системы. Автоматизированные системы. Виды, комплектность и обозначение документов» и ГОСТ 19.101-2024 «Единая система программной документации. Виды программ и программных документов». 

8.2. Документы должны быть представлены Исполнителем Заказчику на бумажном носителе в двух экземплярах (оригинал) и на электронном носителе (на компакт-дисках, флэш-носителях, жестких дисках)  в одном экземпляре (электронная копия). 

8.3. Текстовая информация и графические материалы в составе отчётных документов должны быть представлены в стандартных форматах, обеспечивающих возможность чтения и редактирования в программных продуктах Р7-Офис или Adobe Acrobat Reader.

9. ТРЕБОВАНИЯ К ГАРАНТИЙНОМУ СОПРОВОЖДЕНИЮ

9.1. Исполнитель обязан предоставить гарантийное обслуживание Системы.

9.2. Срок гарантийного обслуживания должен составлять не менее 12 (Двенадцать) календарных месяцев с момента подписания Заказчиком документа о приёмке работ по Контракту и Акта завершения работ по Контракту.
9.3. В течение гарантийного срока Исполнитель должен обеспечить обработку обращений по вопросам эксплуатации Системы и своевременное устранение обнаруженных в процессе постоянной (рабочей) эксплуатации ошибок и неисправностей в рамках функций и требований, определенных настоящим Техническим заданием, ЧТЗ и разработанной эксплуатационной документацией. Любое изменение функциональности включая модификацию, обновление конфигурации Системы не относится к гарантийным работам. 

9.4. На период гарантийного обслуживания объём работ Исполнителя должен включать: 

9.4.1. Предоставление разъяснений представителям Заказчика по вопросам функционирования Системы в части ранее разработанной функциональности.
9.4.2. Доработка пользовательской документации в части вопросов по не описанному ранее функционалу, а также предоставление актуализированной эксплуатационной документации;

9.4.3. Проведение работ по поддержанию работоспособности Системы, ограничиваясь разработанной ранее функциональности:

анализ запросов Заказчика, включая проверку инцидента, локализацию ошибок и восстановление работоспособности Системы (восстановление запуска и возможности функционирования);

устранение обнаруженных в процессе эксплуатации иных ошибок программного обеспечения и неисправностей Системы (исключая модернизацию и изменения конфигурационных настроек);

после исправления инцидента нарушения работоспособности необходимо осуществить проведение однократного мониторинга работоспособности Системы.
9.4.4. Предоставление разъяснений по устранению сбоев и ошибок, возникающих при работе с Системой.
9.5. Время устранение инцидентов по запросам представителей Заказчика, классифицированных как ошибка, не должно превышать следующих сроков в зависимости от приоритета.
	Приоритет
	Описание

	Низкий
	Приоритет по умолчанию. В случае если обращение не критично для выполнения основных производственных задач конечного пользователя

	Средний
	Часть функционала Системы не доступна для использования.

	Высокий
	Полная остановка Системы. Прекращение обслуживание пользователей. Функционирование Системы приводит к критичным нарушениям целостности данных в Системе. Несанкционированный доступ к данным и функциям Системы или сопряженным данным через интерфейсы Системы. 


9.6. Устанавливаются следующие временные нормативы реагирования на обращения:

	Низкий
	Средний
	Высокий

	до 32 рабочих часов
	до 16 рабочих часов
	до 6 рабочих часов


Заведующий отделом информатизации                                                 
С.Б. Григорьев
Приложение № 1 к Техническому заданию 
Перечень реализованных настроек и доработок нетиражной функциональности программы 1С:ДГУ редакция 2.1

	№ п/п
	Наименование
	Место расположение в интерфейсе
	Краткое описание, алгоритм работы

	1
	Доработан интерфейс приложений по закупочной деятельности. Доработано 19 форм.
	Расширение
	1. В результате ревизии были выявлены ненужные реквизиты и дополнительные сведения.

2. Убраны поля, реквизиты и дополнительные сведения, которые не несут практической пользы или приводят к путанице при заполнении документа.

3. Реализованы всплывающие подсказки, содержащие информацию о работе с документами, направляющие пользователей поэтапно.

	2
	Комплексные процессы с автоподстановками участников 
	Интерфейс
	1. В ДО 2.1 реализованы сложные комплексные бизнес-процессы, включающие в себя цепочку последовательных и/или параллельных процессов согласования, утверждения, подписания, исполнения и ознакомления. В дополнение к комплексным процессом реализован функционал динамической рабочей группы, формируемой в зависимости от участников процесса, с постоянным контролером и куратором документа.
2. Настроена автоподстановка участников процессов в зависимости от условий заполнения определенных реквизитов, или участников процессов (подчинённый - руководитель)

	3
	Добавление пользователей с предопределенными параметрами.
	Расширение
	Добавление пользователей с предустановкой прав доступа, рабочей группы, подразделения и личной информацией (структура подчинённости).

	4
	Создание документов на основании.
	Интерфейс 
	Изменено поведение функции «Создать на основании», чтобы она учитывала текущие бизнес-правила и создавала объекты (документы, записи и прочее) с правильной передачей данных и связей между ними. Не типовые «типы связей», созданные согласно требованию регламента ведения документооборота организации.

	6
	Проверка заполнения значений, условий видимости и доступности доп. реквизитов и свойств для различных видов документов
	Код
	Проверка заполнения значений, условий видимости и доступности доп.реквизитов и свойств для различных видов документов, реализованных скриптами в «видах документов».

	7
	Делегирование прав доступа
	Код, Форма документа
	Функционал передачи прав (включая не типовые) и задач ответственным пользователем на время отпуска или отсутствия сотрудника, с передачей всех текущих задач и документов. 

	9
	Отображение подсказки для дополнительных реквизитов
	Код
	Отображение подсказки для дополнительных реквизитов, доработка интерфейса.

	10
	Оптимизация интерфейсов «Задачи мне»
	Расширение 
	Оптимизация работы панели «задачи мне» и «задачи моих подчинённых». Расширение функционала (добавление дополнительных кнопок в результатах задачи).


Приложение № 2
 к Техническому заданию 
Календарный план выполнения работ
	№

этапа
	Состав и содержание работ
	Срок выполнения работ 
	Дата представления отчётных материалов
	Результаты работ

	1
	Разработка ЧТЗ на модификацию типовых программ «1С: Предприятие 8» 

	1.1
	Проведение обследования объекта автоматизации и проектирование СЭД ИПУ РАН на базе программ линейки «1С:Предприятие 8» имеющихся у Заказчика
	15 рабочих дней с даты заключения контракта
	15 рабочих дней с даты заключения контракта
	Протокол начала этапа;
Протокол завершения этапа;

Частное техническое задание, согласованное Заказчиком;
Документ о приемке.


	2
	Доработка типовых программ «1С: Предприятие 8» и создание на их основе СЭД ИПУ РАН

	2.1
	Создание СЭД ИПУ РАН в соответствии с требованиями согласованного Заказчиком частного технического задания.
	15 рабочих дней с даты завершения этапа 1.1.
	15 рабочих дней с даты завершения этапа 1.1.
	Протокол начала этапа;

Протокол завершения этапа;

Прототип созданной СЭД ИПУ РАН;
Общее описание системы;

Спецификация оборудования;

Ведомость эксплуатационных документов.

	2.2
	Проведение первоначальной миграции данных на согласованную с Заказчиком дату в разработанный прототип СЭД ИПУ РАН и ее проверку. 
	25 рабочих дней с даты завершения этапа 1.1
	25 рабочих дней с даты завершения этапа 1.1.
	Протокол начала этапа;

Протокол (отчет) проведения и проверки первоначальной миграции данных;
Программа и методика предварительных испытаний;
Программа и методика приемочных испытаний;

Протокол завершения этапа
Документ о приемке.

	3
	Ввод в действие СЭД ИПУ РАН 

	3.1
	Подготовка и проверка готовности пользователей к работе в СЭД ИПУ РАН 
	31 рабочий день с даты приемки этапа 2.2
	31 рабочий дней с даты приемки этапа 2.2.
	Протокол начала этапа
Руководство (инструкция) пользователя (оператора);
Программа подготовки пользователей

Протоколы подготовки пользователей;
Протокол завершения этапа.

	3.2.
	Проведение предварительных испытаний СЭД ИПУ РАН
на соответствие ТЗ и ЧТЗ в соответствии с программой и методикой предварительных испытаний.
	31 рабочий день с даты приемки этапа 2.2.
	31 рабочий дней с даты приемки этапа 2.2.
	Протокол начала этапа
Протокол завершения этапа
Протокол проведения предварительных испытаний

	3.3.
	Устранение неисправностей и внесение изменений в документацию на Систему, в том числе эксплуатационную в соответствии с протоколом испытаний (при необходимости)
	31 рабочий дней с даты приемки этапа 2.2.

	31 рабочий дней с даты приемки этапа 2.2.
	Протокол начала этапа
Протокол завершения этапа
Отчет об устранении неисправностей и внесении изменений в документацию на систему (при необходимости);
Акт приемки в опытную эксплуатацию

	3.4.
	Проведение опытной эксплуатации СЭД ИПУ РАН Анализ результатов опытной эксплуатации
Доработка Системы (документации на систему) по результатам опытной эксплуатации (при необходимости).
	10 рабочих дней с даты приемки Системы в опытную эксплуатацию
	В течении 
5 рабочих дней с даты окончания выполнения работ по текущему этапу
	Протокол начала этапа
Протокол завершения этапа
Программа опытной эксплуатации;

Отчет о проведении опытной эксплуатации;
Акт о завершении опытной эксплуатации


	3.5.
	Проведение итоговой миграции данных в СЭД ИПУ РАН, 
	10 рабочих дней с даты завершения этапа 3.4
	10 рабочих дней с даты завершения этапа 3.4
	Протокол начала этапа;

Протокол (отчет) проведения и проверки итоговой миграции данных;

Протокол завершения этапа
Уведомление о готовности АС к приемочным испытаниям.

	3.6.
	Проведение приемочных испытаний на соответствие ТЗ и ЧТЗ в соответствии с программой и методикой приемочных испытаний;

Анализ результатов испытаний и устранение недостатков, выявленных при испытаниях;
	5 рабочих дней с даты завершения этапа 3.5
	5 рабочих дней с даты завершения этапа 3.5
	Протокол начала этапа;

Протокол проведения приемочных испытаний;
Акт приемки в постоянную эксплуатацию;

Акт завершения работ;
Протокол завершения этапа;
Документ о приемке этапа и работ в целом.

	
	Общий срок выполнения работ
	Не позднее 
96 рабочих дней
с даты заключения контракта
	
	



